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Software

- Documentation Level Evaluation

- Software Description

- Risk Management File

- SW Requirements Specification (SRS)
- System and SW Architecture Design

- SW Development, Config Mgmt, and
Maintenance

- SW Testing as Part of V&V

- SW Version History

- Unresolved SW Anomalies

- SW Design Specification (SDS)
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Before starting V&V testing:
-Design requirements are released

-Software Test Candidate Released
(design freeze)

-Test protocols are released
-Test tools are calibrated
-Test methods are validated

-Test equipment is validated (including
SW test scripts)
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Cybersecurity
- Risk Management Report

- Threat Model

- Cybersecurity Risk Assessment

- Software Bill of Materials (SBOM)

- Assessment of Unresolved Anomalies
- Cybersecurity Testing

- Architecture Views

- Cybersecurity Metrics

- Cybersecurity Controls

- Cybersecurity Labeling

- Cybersecurity Management Plan
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